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TRAPS ESM TO TRAPS  
MANAGEMENT SERVICE MIGRATION

Simple Cloud-Delivered Management
With the cloud-delivered management service for Palo Alto Networks® Traps™ advanced 
endpoint protection, you save the time and cost of having to build out your own global 
security infrastructure. Deployment is simple and fast, requiring no server licenses, 
databases or other infrastructure to get started.

Migration Service
Palo Alto Networks offers Professional Services to help you transition from your 
existing Traps Endpoint Security Manager, or ESM, implementation over to the cloud-
delivered Traps management service. Our tools and experts minimize risk at every step 
by following best practices and running in parallel during the migration stage until the 
transition is complete.

Figure 1: Steps of the migration

About Palo Alto Networks Professional Services
Our Professional Services include the tools, best practices and assistance you need 
to effectively protect your organization from successful cyberattacks. We help you 
define and implement a security strategy that uses automation and takes a Zero Trust 
approach to simplify operations. The services we and our extensive partner network 
deliver help align your people, processes and procedures with business needs, enabling 
an unprecedented level of confidence.

Getting Started
To learn more about Traps advanced endpoint protection, visit  
https://www.paloaltonetworks.com/traps or speak with your Sales representative.

Migration Process

What is included:
•	 Deployment documentation

•	 Agent packages for migration 
and deployment

•	 Migrated hash overrides, 
whitelists and trusted signers

•	 Migrated malware protec-
tion modules configuration 
(whitelists and exclusions)

•	 Knowledge transfer and over-
view of the Traps manage-
ment service environment

•	 Disabling/Enabling of exploit 
and malware protection 
modules to match your pre-
vious configuration

What is not included: 
•	 Exploit protection policy 

tuning

•	 Deployment of agents into 
your environment

 
Formal training is available through 
our Education Services. Visit 
https://www.­paloaltonetworks.
com/services/education to find  
out more.

Upgrade Traps Management to the Cloud 
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